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Documents Required for DSC Application:

1. Application Form — Fill the Application form based on Sample form provided in
Annex.

Note: Please use the ONLY Applicant’s (not any group or others) official e-mail ID which
the bank proposes to use for IBCART Portal.

2. Subscriber Agreement — Applicant please Read and Sign on both pages of the
Subscriber Agreement provided in Annex.

3. Physical Verification — Video verification during enrolment “Or” Physical
verification letter (as in the enclosed sample letter in Annex) with Superior’s
cross-signature on Applicant's photo.

4. Enclosures —

i. Applicant's — PAN, Aadhaar, Employee ID card (Self-attested)
ii. Superior's — PAN, Aadhaar, Employee ID Card (Self-attested) — Annex

5) Please purchase the specified Token (Pen Drive) for the Vendor List as in The
Annex or from your listed Suppliers with the indicated standard specification by CCA.

The CCA guidelines require tokens to be FIPS 140-2 Level 3 certified, have unique
manufacturer-based serial nhumbers, and enforce strict PIN policies, including
mandatory PIN changes at the time of download and no option for PIN resets.




Operational Process

A. Operational process for the bank which has it own Registration Authority (RA):

process to be followed.

a. The RA need to fill up the form on the portal, complete the vKYC (or physical
verification letter as in the sample letter) and submit.

b. It will be processed at our end and on verification and authorisation - the
bank /entity will get email from us having DSC download link and the required

B. Operatlonal process for the bank which is not a Registration Authority (RA):
Scan the filled in application form along with enclosure documents and save
in one single file as: DSC_<Applicant Name>_Prod.pdf

Then Superior need to digitally sign the file namely DSC_<Applicant

Name> Prod.pdf.

Scanned the Digitally Signed Application form along with the enclosures
which need to be sent to casahyog@idrbt.ac.in

If the bank/entity is not having any superior authority with DSC, send the filled
in application form with enclosures by Courier. The processing of application
form will commence after receipt of the hardcopies through courier.

generation will be sent.

cahelp@idrbt.ac.in.

v. During processing for the hard copy of application form ->
=>» For first time users an email from cahelp@idrbt.ac.in for password

=> Thereafter, setup link will also be sent from IDRBT email id

courier as explained above.

User need to generate the password and go to the Setup link.
—> and fill up the form correctly to attach in the Application Form to be sent by

o for Davelopment and Research in

Vit e V

Your application has been approved and the digital certificate has been generated
and is available for download at the IDRBT CA Subscriber Portal. To download your
certificate, please do any one of the following:

Dear Subscriber,

- Click click here through Internet or click here through INFINET and then login with
your Login ID and Password

- You can download the certificate by clicking on Download button which is available
in Manage Certificates

(On)

- You can also directly download the certificate from download page by visiting click
here through Internet or click here through INFINET

Please use the below details to download the Certificate from download page

Application No: 2539108
Download PIN: I6S9RBEJ

" Inatitute for Devalopment sad Resasrch in

Y Ay o ] oo b

Dear Subscriber, V I

Thanks for choosing IDRBT CA Product...!

Pleass click on the link balow or copy / paste the URL in the Address bar of your browser

to complete Setup process through Intamet.

hitps:Vsubscriber idbica. crgUinUlisetupCortificate jsp?x=N1000XeyT 1MOIHRHT0130nlab
1ROUTOSS y=c01WSWIF SWHVEhmM2 L TnVZHKZhGUTS

After Login, the bank/entity need to fill up the form on the portal, complete
the vKYC (or physical verification letter as in the sample letter) and submit.
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Subscriber

My Account

Manage Certificates

Ll Ao rving | Expees fin rogress | epecie | oo | smponc

Searen 8y Q | Advance Search

SiNe Application ID  Date Common Name ! Valldity Certificate Status. Expires Action

2022 Ciass 3 Signing Cer = m

! 2681115 P AISHWARYA

Total Count: 171

'Setup Certificate - 2022 Pre-Production Class 3 Signing

+ 1. Applicant Details =2 Request Details

4 2 Certficate Details ===
Email Verification & -

Physical Verification @ *
Name

Supporting Document Choose File | o tie cnosen

Video Verification

5. Operational Process
i.  The Hard copy of the Form will be assessed and verified with the information
submitted digitally on the portal.
ii.  After verification the application will be processed for generation of Digital
Signing Certificate — Class —3.
ili.  The bank /entity will get email from us having DSC download link and the
required process to be followed as per Annex




Annex-

Application Form

loral CA

APPLICATION FORM FOR DIGITAL CERTIFICATE

Imporant Natice

o Subecribor agrossnent dhwonld b cobendibed sloeg with thic spplicalion e Blled by the applicesd.

pplicatios .

Cartifaeabe.

Stion

IncoesphitsInconsktont application & bk bo be sepcid

WIDHERHET CA for T oL verilsea o

All lvecrilsiee i ady s be read IDRET CA Cestalicalion Practd Slalisnend availabke o higpeyidebles o in

cation docusnend of applican | (PAN er Asdhear and Emp D cand pabtected by s perior ouibuosity with seal choauld be stiached

Self-attesiod copy of Bentilication document of sugerior authorily (PAN and Esp. [0} chould be attacked alesg with thic application foms
Agplicalion foems must be cubsilbed 0 the Regicbralion Aubbs

w i ] Cllase 3

aof IT Act siapulaies that B enyoss makes o sisnepresenkaBon o sepprisees any malerial Bt droen the O0A o TA Tor oliaining ang

-
edii |

D50 such person shall be punishalle with isspisonment up to 2 years or with e wp o one lakh rapses o with boil
- * Farlde ane mandatory. Stke ol which ane ol sppheals.
Mame of the Organization® BANK OF ABLC
NI BANK

Bank in which subscriber has account
rd

Nuwan;““] User- 1D {in case of Renewal)

Validityz 1 Year

O 2¥ea=s [A

Class *: Certificate for Application®: Applicant Type*: Type of Digital Certificate®:
Signing kA
Class1 O Individual = SFKIS (] Bank Employee/Oficer (Online) A |Encryption O
Clas=3 [ Sepver (System) O BGRTCS Please BA Official (Onlines) System 0
Weh Server (S51) E CT5 Specif Wb Server (851 [m|
Othiers P Code Signing
[ Pt Sl o eeememeeee Documient Signer
PERSONAL DETAILS
M ame: Milan darnji Male v
N — Sex™
Email Addess*: il an.damjiEatc. com | Female
Corporate Office, Bank of ABC, Bandra-Kurla Complex, Mumbai
Address for
communication®: Pim code®: 400005 Telephare: Mobile Mo 0000009999
Diate of Birth*: | | | | | | (i mmaywwy For Ex: 109 May, 1975 s 10051975

Identification Details®
Valid and not expired)

FAMN Card Mo®

Bank & Branch Nawes

| zzzv01068

Aadhaar Mo

XYZ BANK, BKC ERANCH

GEGE BHEE 4444

Bank details:

Bank Branch Addreszs

BEC, MUMBAI

LA

O

Bank Account No.

Ty of Bank Account: S5 CA

CERTIFICATE REQUEST DETAILS

Make sure that these details match mith frose givew bo generale regues! us
If mecessary, condect wowr application provider for these defarls before filling the G

The folloming details il be reflectad in the certificate

cerkificate request generati

il or gy ofker PRKCE 220 reques! pemeralion fool

Commaon N ame* Write your name [Only &lphabet- no special characters)
(I af U porasn, Sevoer Wame, Rijpiebernd devnide nomis, [FSC Cody #d7)

E-Rail™ milan, damji@abe com [oficisl Email)
Vil eriaddl aldnsis bo kol Ukt doviir u i be addid L )

(Organization®

(Wi o e orpdiiisdiion iy IDRBT) ELAREE D ARG

Organiration Unir* . '

(M o e ahparrinsd o2 Corriifieieg Aulboritel Domain Hﬂgll‘lﬂ'

City'Locality* .

(v 3 e crfanfoien o Hipdesabad) Mumbai

StateUnion Territary®

(M of Shate’ LT o Anid¥ird Prisliesh) Miaharashira

Fin Code* A0S

Country* India

Signature x\l'ﬁﬁ.unhurin

@)

Signature -.'-i Applicant




DECCARATION AND UNDERTAKING BY THE AFTLICANT

All the s information providid by me i n b he bt of sy keowlodge and bolit | ageoe o use only FIPS 140-12 Leve 2 validabed ooy plographic modulis o key
Eeneration and sloege. 1 accepl e nsponslalily for e salily and inleg
1% ok oomprosted and | will imsedsely notily @y RA TDERBT CA = aw
IDRET CA of any errod of defict in e cefifGab a6l dhange i B b I i
Dz IE-D9-2I 'ﬁ
Placiz  Mumbai

Mamw of e Appleant Milan Dlarn

of fhe peivabe key by cosdr

ling the aceess by e compadisdivice containing the same, o tal #

af iy anmpromdsr. 1 g 0 pulblish e Digilal Certaficale in B IDRET CA sepusiioey and willl peport

St of e Apphant

FOR SUPERIOR AUTHORITY/BRANCH MANAGER OF APPLICANT®

Thiis is do ceriiby bk Meihs Milan. Da |.|.'|..|| --------------- s providid coreect infoemalion in e " Agplicalion Foem for Digial Cestificate” o

Thia: Buzsl ol piny ennivinbind g i Dsdiel. | Doy aiistivnniim B Basd, b apiply for obbaindsg Digital Certificats B IDRET CA for e plrpss spiiliod abose. 1 have o

physical verification of B subscriber and lake nes poneiblaty of idenliBeation
Dhs= 130N

Plae Murmbal

Searsar of the CHficer Vicrpa Bagehi .I!""-.:' FJ:F‘[- '..ld.{-.
.

Iy
Oificial Email: widya hagehifabe om (S
Phsa: M FEINTEE POl Seal)
FOR RA/IDRBT CA PURPOSE ONLY
Chuse ksl Date & T Eritials

Rarcuriniied e i placa o o dor Jgatal comtificate? by B by BA

Phiyaical Verlicalion]in pemonNCiCerlifed by SA or EA)

Veriliod the idenlification docusments] Asdhar cand P AN Card! Passpon! [Domain rgisiration) Inly KA nly KA

Collischizd i PROSE10 pinfiast o Sevne Wl Servee Coelificake

Creabion of wwit [

Rt Eroms Subscriber with Riguist Nusnbwr

Prisueiing

COST DETAILS

Validity of Test Cetificates Type of Cerfificate Amiount + GST Total (Inc. GST* )

i Months Class 3 Signing [ Encryplion Rupees 1000+ 150 Rupees. 1180

i Months Class 3 Sysbem J 551 Rupees 5000 + 900 Rupees. 5900
Central Goods and Servioe Tax 8%

CONTACT ADDRESS

IDRET Cartifyang Authosily,

Raoad M, 1, Casthe: Hills, Muasal Tasik, Hydirabasd - 500 057, i,
Phana: +%1 80 I2MIIFS2123 [Fax: +91 40 13535157
Esfuil- cahalpiidebila in
Wlssile: hitpEdebloiong in

.




Annex

SUBSCRIBER AGREEMENT

The purpose of this agreement is to establish the contractual relationship between the IDRBT CA and
the Applicant/Subscriber. The issue and subsequent use of public keys and Certificates issued,
constitutes acceptance of this agreement, the terms and conditions of the IDRBT CA Certification
Practice Statement (“‘IDRBT CA CPS") associated with the keys and Certificates issued to the
Subscriber. The IDRBT CA CPS is amended from time to time, and is published on the INFINET in
IDRBT CA's repository at http://idrbtca.org.in/repository.htm and http://idrbtca.org.in/cps.html and is
available via E-mail from: cahelp@idrbt.ac.in .

Important Notice:

THE SUBSCRIBER MUST READ THIS SUBSCRIBER AGREEMENT BEFORE APPLYING FOR,
ACCEPTING, OR USING A DIGITAL CERTIFICATE FROM IDRBT CA. IF THE SUBSCRIBER DO
NOT AGREE TO THE TERMS OF THIS SUBSCRIBER AGREEMENT, DO NOT APPLY FOR,
ACCEPT, OR USE THE DIGITAL CERTIFICATE.

THE SUBSCRIBER AGREES TO USE THE DIGITAL CERTIFICATE AND ANY RELATED IDRBT
CA CERTIFICATION SERVICES ONLY IN ACCORDANCE WITH THE IDRBT CA CPS.

Indemnity

The Subscriber agrees to:

1. accept responsibility for the safety and integrity of private keys, if keys or Certificates are
compromised the Subscriber will immediately notify the IDRBT CA, as well as any other users
with whom you exchange information;

2. indemnify IDRBT CA for any loss to any person or Organization arising from the failure to
ensure the safety and integrity of your private keys and Digital Certificates;

3. indemnify and hold harmless IDRBT CA from any and all damages and losses arising out of
a) use of an IDRBT CA issued Digital Certificate in a manner not authorized by IDRBT

CA;
b) tampering with the Digital Certificate; or
) any misrepresentations made during the application and use of the Digital Certificate.

4. assure and hold harmless IDRBT CA from and against any and all damages (including legal
fees) of lawsuits, claims or actions by third-parties relying on or otherwise using a Certificate

relating to:

a) Subscriber's breach of its obligations under this agreement;

b) Subscriber's failure to protect his/her Private Keys;

) Claims arising from content or other information or data supplied by Subscriber; or

Use of Keys and Certificates

The subscriber agrees:

1. that true complete and accurate information has been provided in applying for these keys and
Certificates, and further undertakes to promptly notify IDRBT CA in the event that this
information changes;

2. toimmediately inform IDRBT CA if it is known or suspected that a private key has or may have
been compromised;

3. that use of the Digital Certificates are at their sole risk;

4. to use Digital Certificates strictly for lawful purposes and will not infringe a third party's rights;
and

5. that use of the private key and/or its associated Digital Certificate constitutes acceptance of the
terms of the IDRBT CA CPS.

6. that Erroneous utilization of the Digital Certificates or violation to the practices specified in
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IDRBT CA CPS shall be liable to be proceeded against, both under the relevant civil and
criminal laws, and shall be subject to punishment under the Information Technology Act, 2000
or/and any other relevant law/s of the land. The duties of the subscribers to be followed are
described in the Chapter VIII of The Information Technology Act, 2000.

7. that IDRBT CA disclaims all warranties, except as expressly provided in the IDRBT CA
CPS.IDRBT CA makes no representations or warranties, express, implied or otherwise relating
to IDRBT CA Digital Certificate or any services provided by IDRBT CA in connection therewith,
including without limitation any warranty of non-infringement, merchantability or fitness for a
particular purpose.

The Subscriber demonstrates his/her knowledge and acceptance of the terms of this subscriber
agreement by either (i) submitting an application for a Digital Certificate to IDRBT CA, or (ii) using the
Digital Certificate issued by IDRBT CA, whichever occurs first.

Declaration by the Subscriber

I, hereby declare that | have read and understood the IDRBT CA CPS and the terms and
conditions of this Subscriber Agreement. | shall abide with IDRBT CA CPS and the terms and
conditions of this Subscriber Agreement.

Date:

Place:

Name of the Subscriber: Subscriber’s (Applicant)
Signature




Annex-Physical Verification

(On Bank Letter Head)

Date:
To
The Director Applicant’s photo
IDRBT Certifying Authority |
Road no. 1, Castle Hills
Masab Tank, Superior’s Signature across the photo

Hyderabad — 500057 I I

Dear Sir,

Physical Verification for issue of Class 3 Digital Signature Certificate (DSC)

This is to certify that | have done physical verification of the applicant Sri/fSmt_Milan Damiji_ who
has applied for a Class 3 Digital Signature Certificate from IDEBT-CA, who's PAN Number is
____ IZ7PD1985] ., Aadhar Number is _ 9999 7777 B88B8__ and Employee/ Employee ID
Mumber is 12347 on Date _ ddimmfy. | have satisfied myself with applicant’s
identification and also taking responsibility of authenticity of the same. This cerificate is in
accordance with the reguirement of the guidelines issued by the Controller of Certifying
Authorities (CCA), Government of India.

A Copy of the PAN/Aadhaar & Employee |D of the applicant, attested by me is also attached
herewith.

This certificate is given in-lieu of the applicant's physical presence at the Registration Authority
(RA) of the bank or identification through Video Verification service provided by IDRBET-CA, which
| declare could not be performed in the applicant’s case because _ Reason_ .

Hence, | request you to accept the application for the DSC and issue the Digital Certificate to the
above mentioned applicant, based on this certificate of physical verification.

Yaurs faithfully,

Superior Authority’s Signature

{Superior Authority)
Mame

Designation

Mobile Number:
Seal




Annex
Applicant ID Proofs

Pan Card

Bank Employee ID

Applicant’s Signature

.Zi

o YOUR COMPANY TERM & CONDITION

NAME ID : 0078402817820
SURNAME VALID THRU : 09/20

Director NAME SURNAME

SIGNATURE

ID : 0078402817920

P

|I"I @ P e

o YOUR COMPANY

designed by & freepik.com

Aadhar Card
Superior’s Signature

BANK OF ABC

HAXX XAXX XXXX

Note: All the respective ID proofs must be scanned in one page together.




Superior ID Proofs

Bank Employee ID

o T(.O'.J.R“CO{‘"F'ANY TERM & CONDITION

NAME ID : 0078402817920
SURNAME VALID THRU . 09/20

Director NAME SURNAME

ID: 0078402817920

T = ==

o YOUR COMPANY

designed by <= freepik.com

Aadhar Card

r &

g

Supernior’s Signature

—

¢
Vo %/u

KXKX XXXX XXXX

Note: All the respective ID proofs must be scanned in one page together.




emBridge Installation Procedure

Download appropriate emBridge.exe from the Link depending on your

operating system — Windows/Linux/etc.

https://embridge.emudhra.com/index.jsp#

1. Install emBridge with admin rights. (If you do not have system

admin rights, please contact your system admin department to install it.)

2. Click on the emBridge.exe file and follow the below-

mentioned steps.

3. After clicking the emBridge.exe file, Browse to the

location where emBridge should be installed on your

1) setup - emridge =
Select Destination Location
Where should enridge be staled?
Setup vl instal emBridge into the folowing folder.

To continue, dick Next. If you would lie to select a different folder, dick Browse.
kC: Prooram Fies (x86) eudhraleméindoe | Browse,.,

Atleast 12.4M8 of free disk space is requied.

Next

system. Specify the path, or it will default to a common

Figure 1

folder. After selecting the location, click the “Next” button, as shown in

Figure 1.

4. Click the “Next” button, as shown in Figure 2.

o
Select Start Menu Folder
Ahere shoukd Setup ploce e programs shoricts?
= Senup wllcreate the prograars shortauts inthe fokowing Surt e foder

To continue, clck Next. 1f you would ik 10 select o different folder, dick Browse.

emBridge srowse.

Figure 2

=4

Select Additional Tasks
ihich addbonal tasks should be performed?

then cick Hext.

Addbonal shortauts:
B Create a desktop shortcut

Back Hext

Select the additonal tasks you would lke Setp to perform whie nstaling eméndge,

Figure 3

5. Click on “Check box” to add desktop shortcut as in Figure 3.

stops running emBridge

service and uninstall previous

Create s desang shortat

6. Click on “Install” button as # 8 seup - emrite
re— ’ R
: : ‘S0 18 now ready 1o begn nstaling enliridoe on your comper Setup i prepaning 1o instal emBridge: on YOur COMpute.
shown in Figure 4. = | -
Ok ot 0 Corr i 4 Petaleon, or (0K BACk Yo st e & © The folow fles that need ns
change sy setirgs " allon Setp o ally close these applications,
After the installation has completed, Setup wil attempt torestart the
g =
3 £ ' "
7. On click of “Next” button as — ——
shown in Figure 5 installer e e

o e Cancel

@ Automaticaly dose the applcations
(e not dose the applcatons

<w =

installations if any and auto

install updated version.

Figure 4

Figure 5



https://embridge.emudhra.com/index.jsp

emBridge is successfully
installed in your PC click
“Finish” button to complete
the installation as shown in

Figure 6.

Launch the application
“emBridge” by clicking on the
icon in desktop as shown in
the Figure 7, to check running
status.

Completing the emBridge Setup

5

.
2l

Figure 6




PKI Token Installation Guide
Step 1: Preparing for installing PKI Token

Before installing PKI Token Runtime, make sure the following requirements are satisfied:
Your computer has at least one functional USB port available.

e Your BIOS supports the USB device, and USB support has been enabled in CMOS
settings.

e USB extension or hub available (optional).
e HYP2003 Token (HYPERPKI - FIPS 140-2 Level 3 Certified) available. The bank
may purchase these Tokens from their suppliers.

e Administration Credentials will be required, if the token has to be installed within
LAN.

Step 2: Installing PKI Token Runtime
1. Insert the HYP2003 PKI Token.

Ist. In explorer = Locate the file
“HyperPKI _HYP2003 Setup.exe” v [ This PC

and double-click to open it. y e 05(C)

> (,0 CD Drive (D:) HyperPKI_230404

2nd. After clicking the setup.exe
file, the following welcome
interface will appear

> (,"} CD Drive (D:) HyperPKI_230404

> 8 Network

If you do not have system admin rights,
you will be prompted for a username
and password. In that case, please
contact your system admin department

Figure 3: Welcome Interface

Choose CSP interface will appear.

2. After selecting the Private CSP, click
“Install” to continue. Once the
installation process is complete, the
following interface appears.

3. Click “Finish” to complete the
installation process




Annex- Download DSC in PKI Token

1. Once you receive the approval email with your Application Number and Download
PIN, log in to the Subscriber Portal using your email ID and password.

2. The banks/entities may get the specified USB Dongle from the indicative list of
suppliers’ available on the following Link :
https://idrbtca.org.in/Download/VendorsListforsupplyofUSBTokens.pdf

Nanage Certificates

ELCLo Q Active | Pencing | Expired | in-Progress | Rejected  suspended ] Search By | Application D~ Q|| Advance Search
SINo Application ID / Date Common Name / Validity Certificate Status Expires Action
2881115 PAISHWARYA
- & Download
1 T 02e0) A 2022 Class 3 Signing Cer. [ Active | Jownloa

Total Count: 1/1

3. After logging in, click on the Download option to proceed.

4. Enter the Application ID and Download PIN received in the email into the respective
fields.

5. Insert the USB token, select it from the dropdown, enter the token password, agree to
the terms, and click Download.

‘DR B, ‘.
Download Certificate

’ v
. Download Certificate
Important Notice a
Compatibility Application ID
+ Before you proce nioad, please insert tne USB fok wnioad the certificate
 Installthe token clicking: Click Here (f rives not your computer)
Download PIN

v Now proceed to enter the digital certificate application ID and Downioad PIN sent by us to your mobile number or email ID registered with us. (please see right side of this page)

Important Note:

1. Class 2 and Class 3 Digital Signature Certificates download is allowed

nnnnnnnnnnnnnnnnnnn

once

P AISHWARYA

lication form) IDRET
Organisational Unit [OU] (Personal f not specified in application form) CERTIFYING AUTHORITY.

Download Certificate

0 Certificate downloaded successfully...!

Application ID: 2881115

Dear Valued Subscriber,

Thank you for purchasing an IDRBT CA Digital Signature Certificate. We value your feedback and comments are available to assist you in any of your queries. Do contact us at the details mentioned below.
Email: cahelp@idrbt.ac.in

Please make sure that digital certificate is downloaded to token or browser.



https://idrbtca.org.in/Download/VendorsListforsupplyofUSBTokens.pdf

USB Token Suppliers List (Indicative List)

The CCA guidelines require USB tokens to be FIPS 140-2 Level 3 certified, have
unique manufacturer-based serial numbers, and enforce strict PIN policies,
including mandatory PIN changes at the time of download and no option for PIN
resets.

No

Name Of the Vendor Product with
Product series

WATCHDATA TECHNOLOGIETf (India) PVT.LTD PROXKey - WD

#2370, 19t Cross, Banashankari 2  Stage,
KR. Road, Bangalore 560070.
Contact Person: Jagadish Sales
Manager Tel/Fax: +91-080-
26762012
Mobile: +91-9900191968/ 9964269100
E-Mail:
jagdish.rohit@watchdata.com.sg
Website: www.watchdata.com/

PAGARIA ADVISORY PRIVATE LIMITED PROXKey - WD

901-902, Mayuresh Square, Plot -
17, Sector -15, CBD Belapur, Navi
Mumbai, Maharashtra — 400614
Email:
ankush@pagariagroup.com

Mob: +91 9323251252
Knowledge Portal :
www.knowledge.cryptoplanet.in
Ticket Support :
www.support.cryptoplanet.in IVR:
+91 93336 93336
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http://www.knowledge.cryptoplanet.in/
http://www.support.cryptoplanet.in/

CHARTERED INFORMATION SYSTEMS PVT LTD

#222-223, Durga Chambers,
1334/35, Desh Bandhu Gupta Road,
Karolbagh, NEW DELHI — 110 005 INDIA

#110, Hari-Om Plaza,

Building No 3, Opp. National Park,M
G Road,

Borivali (E), Mumbai - 400 066 INDIA

“Chartered House”,
Near Lata Mangeshkar Musical Park,
Bhandara Road, NAGPUR — 440 008 INDIA

#207-B, Wing A,

Brigade Majestic,

1st Main (Kalidas) Road, Above AirTel Gallery,
Gandhi Nagar, Bengaluru — 560 009 INDIA

Contact Person: Navneet Vasant
Mobile: +91 9860 561871

Email: navneet@charteredinfo.com

HYP2003 - HS

Thales DIS India Private Limited

M/s Thales DIS India Private Limited

Plot no C-001A/2,3-8 Floor Berger Tower Section-16B,
Gautam Buddha Nagar, Noida, UP, IN, 201301
Contact details:

Pratik Sangoi

E-Mail: pratik.sangoi@thalesgroup.com

Mobile : +91 96198 61691

Santhosh Raju

E-Mail: Santhosh.raju@thalesgroup.com

Mobile : +91 90366 37033

Website: https://cpl.thalesgroup.com/access-
management/authenticators/pki-usb-authentication
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